
• Facebook – identified as the most common social media for online CSE reports - not a great deal of analysis in 
terms of it’s use for radicalisation – You Tube – by the way – is the most commonly used tool for 
radicalisation

• Kik is a social media messaging app– Kik has presented problems by not responding to requests from law 
enforcement agencies 

• Tinder - Tinder is a photo and messaging dating app for potential matches within a certain-mile radius of the 

user's location. It's very popular with 20-somethings for casual or long-term relationships.

• Tumblr - 550m users – you can share pictures & videos & only email, username & password is required

• Twitter – Twitter and Tumblr are the most commonly used platforms for the planning of protests

• Facebook Messenger - Users can instant message, create group chats, share photos and videos, record voice 

messages, have live video chats, etc. It has optional end-to-end encryption and 1.2 billion users !!! (April 

2017)

• I2P or the INVISIBLE INTERNET PROJECT - Once set up a user can access email, the internet, blogging sites , 

forums and peer to peer networks ANONYMOUSLY.  It is an alternative route into the deep/dark web

• Musical.ly – In a Police test of musical.ly after only 1hr the account received 30 followers – mainly adult males 

some with indecent pictures. (Sean mentioned the musical.ly app about the 8 yr old referral where a man had 

approached her.)  

• Live.ly – made by the same company as musical.ly It’s a webcam sing along / dance routine app, Channel 4 

report found On 50 occasions, children were asked to show or remove their clothing, or change into sexy 

outfits. There were more than 25 sexual references to body parts and almost 30 occasions where children 

received sexual questions or requests, some of which were extremely explicit.

• OMEGLE – A video messaging app dedicated to meeting strangers – ( Sean mentioned webcam roulette) 

• Skype – 300m users – all you need to remain anonymous is a fake email
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• 4chan – An anonymous message / image board - Registration is not possible Often 

associated with "Trolling". The site has been linked to activism groups, most notably 

Anonymous, the alt-right. and Project Chanology Famous for internet memes such as 

Rickrolling.

• Pinterest – a photo sharing site – 85% of it’s 200m users are female as its very much based on 

fashion tips, make up etc – all you need is an email and chosen username and you’re in

• Red Onion – allows a user to surf the internet anonymously and access sites on the 

deep/dark Web  

• Telegram is an instant messaging service with 50m users and it provides end-to-end 

encryption

• Instagram – photo sharing / video sharing app either publicly or with a private network of 

followers. It uses the most popular features of social media sites: sharing, seeing, and 

commenting on photos. It also lets you photographic filters making photos look high-quality 

and artistic. Instagram has been the subject of criticism due to users publishing images of 

drugs, guns, sexualised images, pornography. Conversely they have also been criticised for 

their censorship.

• WhatsApp – WhatsApp lets users send text messages, audio messages, videos, and photos to 

one or many people with no message limits or fees. WhatsApp is owned by Facebook

however, at present, has not adopted the same data sharing protocols.

• Popjam – aimed at girls aged 8 to 12 yrs old – this app has generated a lot of concern from 

parents

• vichatter – yep obvious one – so I went looking for a logo for this quiz… Graham’s images 

story

• Grindr - is a social networking app geared towards gay and bisexual men, designed to help 

such men meet other men in their local area. Tapping on a picture will display a brief profile 

for that user, as well as the option to chat, send pictures, and share your location.

• Snapchat - Snapchat is a picture messaging app. Pictures sent stay on receivers phone for 

about 10 seconds before they disappear. (Shared intimate photos) However, there are  apps 

that can capture the image, or users can screengrab a photo. An update to Snapchat that 

shows publicly posted images on a searchable map has raised safety concerns among parents. 

• Yellow or also know as Yellow Friends - Described as ‘Tinder for Teens’, the Yellow app allows 

users to make new friends using their Snapchat and Instagram accounts. The app has been 

linked to a number of teen sexting incidents.

• Now – just before we leave this page – let’s just go back to popjam…. 
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